
 
 
In these exceptional times, it is important to be aware that cybercriminals are seizing 
this opportunity to multiply their attacks. That is why we must not lower our vigilance 
but rather double it. As the risk is present, APRIL assists you through cyber security 
newsletters to inform you of the best practices to implement. In this first edition, we 
will focus on professional equipment. 
 
Proper use of professional equipment 
 
Each one of you has, in remote working, professional equipment for which it is advisable 
to follow some good practices in order to avoid cyber attacks such as phishing attempts 
or theft of sensitive data: 
 

• Professional activity must be done on your professional equipment and only on 
your professional equipment,  

• The other way around, your professional equipment must not be used for 
personal use, 

• Use different passwords for all your professional services, 
• Do not mix up your business and personal messaging systems, 
• Your professional equipment must be secured by making sure that you update 

your Windows and MacOS and your antivirus software installed on your 
computer. 

 

 
 

Sage Advisor Resources Corp., Tokio Marine Group, and April have put together a
comprehensive and affordable cyber program exclusive to the association membership. 

If you would like to learn more or obtain a quote, please contact Sage today.  
 


